Cyber sec

**Werk process 1**

Mic defender

Microsoft security

Mbsa

En nmap

Rat tool

Alle 3 tools inschakellen.

Samenvaten (vermelden wat er fout gaat)

Risicomatrix alleen de zaken wat je gevonden hebt met je tools.

Minimaal 10 afwijking tonen.

Check upodate van je os

Windows beveiliging (Voer vul scan uit op alle twee process (VOORBEELD avg))

Dan vind je rat tool vinden en dat eruit gooien.

Vertellen wat anders of raar staat. Ook melden door hoeveel mensen dat gebruikt wordt.

In risico matrix schrijven alleen de afwijking (minimaal 5 melden van de tools).

Voorbeeld password is niet goed

Kans is dit

Impact is groot.

**Werk process 2**

Twee onder delen (datalek met volscan, virus scanner staat uit, windows beveiliger, root password + schirjven welke stappen je hebt genomen. Vertellen over de datalek.

Comuniceer met je klant, wat waen zwakheden en wat ik heb gedaan wat heb ik opgeloost.

Zwakheden oplossen: Je gaat virus activeren, intivirus inschakelen, virus verwijderen,

Vastleggen wat en wat……..

Datalek oplossen (hoe) firewall inschakelen, ww veranderen, virus scanner gebruiken.

Inlogboek (hoe je het verwijderd hebt).

Eerst met de datalek beginnen

Hoe kan ik het map vinden (program data). Die verborgen items zichtbaar maken.

Program data en naar mysql gaan daar zie je log.

Schrijf waarom is de data is gelekt. Bijvoorbeeld intivirus staat uit firewall staat uit en andere.